
Executive Leadership of Cybersecurity 
ELOC Action Planning 

“Next” Steps – Near Term Action 
 
 

1) Have we defined a culture that values and emphasizes cybersecurity? 
• If yes – how to strengthen and to sustain? 
• If no – how do we begin (1st steps)? 

 
 
 
 

2) What 2 cybersecurity-related points do I want to raise / have discussed at the next 
board meeting?    (And beyond…..) 
 
 
 
 

3) What are the first 2 cyber topics I (or our board) should learn more about or focus on? 
 
 
 
 

4)  What are the first 2 questions I want to ask our IT officer (staff or consultant)? 
 

 
 
 

5) What 2 low/no cost steps can our board take immediately to improve oversight of 
cyber? 

 
 
 
 

6) What are 2 steps I can take as an Executive Officer to communicate the importance of 
cybersecurity to our staff throughout all of 2015?  

 
 
 
 

7)  What are 2 things we should do so that our cybersecurity initiative doesn’t lose 
momentum in 90 to 180 days after we leave here? 


